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Business logic

Perform live upgrade for new feature

Expand to new locale

…

DatacenterDatacenter

Respond to hardware failures

Add storage capacity

Handle increase in traffic

Diagnose service failures

Apply OS patches

Perform live upgrade for new feature

Service “glue”
and operations



� The same facilities as a desktop OS, but on 
a set of connected servers:
� Abstract execution environment
� Shared file system
� Resource allocation� Resource allocation
� Programming environments

� And more:  Utility computing
� 24/7 operation
� Pay for what you use
� Simpler, transparent administration



� Impacts CAPEX/OPEX spending

� New Business Model Emerge

� Introduces new Programming Models



• Eric Brewer's CAP Theorem

• Consistency

• Availability

• Tolerance to network Partitions• Tolerance to network Partitions

One can only achieve a combination of two

• This leads to BASE semantic (vs. ACID)

• Basically Available

• Soft-state

• Eventual consistency



� Elastic Compute
� How to adjust resources according to demand?

� Scalable Storage
� How to provide cheap and durable storage?

� Network Topology
� How to manage scale-out scenarios?
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� Web farm that handles request from the Internet
� IIS7 hosted web core

� Hosts ASP.NET
� Supports SSL
� .NET Full Trust
� P/Invoke

Public Internet

Storage Services

� FastCGI (PHP)
Web Role

Load

Balancer



� No inbound network connections
� Can read requests from queue

in storage
�

� .NET Full Trust
� P/Invoke

Public Internet

� P/Invoke

Storage Service

Worker 
Role
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� Blobs – Provide a simple interface for storing 
named files along with metadata for the file

� Tables – Provide structured storage.  
A Table is a set of entities, which A Table is a set of entities, which 
contain a set of properties

� Queues – Provide reliable storage and 
delivery of messages for an application



MsgMsg 11

MsgMsg 22

Worker RoleWorker Role
PutMessagePutMessage

Web RoleWeb Role

GetMessageGetMessage (Timeout)(Timeout)RemoveMessageRemoveMessage

MsgMsg 22MsgMsg 11

POST http://myaccount.queue.core.windows.net/myqueue/messages

HTTP/1.1 200 OK 

Transfer-Encoding: chunked 

Content-Type: application/xml 

Date: Tue, 09 Dec 2008 21:04:30 GMT 

Server: Nephos Queue Service Version 1.0 Microsoft-HTTPAPI/2.0 

<?xml version="1.0" encoding="utf-8"?> 

<QueueMessagesList> 

<QueueMessage> 

DELETE

http://myaccount.queue.core.windows.net/myqueue/messages/messageid

?popreceipt=YzQ4Yzg1MDIGM0MDFiZDAwYzEw

QueueQueue

MsgMsg 33

MsgMsg 44
Worker RoleWorker Role

Web RoleWeb Role

Worker RoleWorker Role

MsgMsg 22

<QueueMessage> 

<MessageId>5974b586-0df3-4e2d-ad0c-18e3892bfca2</MessageId> 

<InsertionTime>Mon, 22 Sep 2008 23:29:20 GMT</InsertionTime> 

<ExpirationTime>Mon, 29 Sep 2008 23:29:20 GMT</ExpirationTime>

<PopReceipt>YzQ4Yzg1MDIGM0MDFiZDAwYzEw</PopReceipt>

<TimeNextVisible>Tue, 23 Sep 2008 05:29:20GMT</TimeNextVisible> 

<MessageText>PHRlc3Q+dG...dGVzdD4=</MessageText> 

</QueueMessage> 

</QueueMessagesList>



What tables don’t doWhat tables don’t do

Not relationalNot relational��
No Referential IntegrityNo Referential Integrity��

No JoinsNo Joins��

What tables can doWhat tables can do

CheapCheap��
Very ScalableVery Scalable��

FlexibleFlexible��If these are ��
Limited QueriesLimited Queries��

No Group byNo Group by��
No AggregationsNo Aggregations��

No  xNo  x--partition transactionspartition transactions��

��
DurableDurable��

If these are 
important to you, 
use:



� Data stored in Tables
� A Table is a set of Entities (rows)
� An Entity is a set of Properties (columns)

� Entity has:
PartitionKey – enables scalability� PartitionKey – enables scalability

� RowKey – unique id within the partition
the only indexed property

� Timestamp – for optimistic concurrency
� 255 properties for your data
� Max size of 1MB



Vessel Position Reporting System – SQL ServerVessel Position Reporting System – SQL Server

VesselIdVesselId

xxxxxx--xx1xx1

TimeTime

10:15 14 Nov10:15 14 Nov

LatitudeLatitude

01.2301.23

LongitudeLongitude

53.2453.24

SpeedSpeed

00

xxxxxx--xx1xx1 10:05 14 Nov10:05 14 Nov 04.4504.45 54.3254.32 55xxxxxx--xx1xx1 10:05 14 Nov10:05 14 Nov 04.4504.45 54.3254.32 55

xxxxxx--xx1xx1 09:55 14 Nov09:55 14 Nov 02.3202.32 52.3452.34 44

xxxxxx--xx2xx2 10:15 14 Nov10:15 14 Nov 01.2301.23 51.2351.23 1010

To find last pos report for vessel in SQL:

select TOP(1) * from PosRpts

order by [Time] DESC

where VesselId = ???



Solving this the Azure waySolving this the Azure way
PartitionKeyPartitionKey

TimeTime LatitudeLatitude LongitudeLongitude SpeedSpeed

xxxxxx--xx1xx1 10:15 14 Nov10:15 14 Nov 01.2301.23 53.2453.24 00

xxxxxx--xx1xx1 10:05 14 Nov10:05 14 Nov 04.4504.45 54.3254.32 55

VesselIdVesselId

xxxxxx--xx1xx1 10:05 14 Nov10:05 14 Nov 04.4504.45 54.3254.32 55

xxxxxx--xx1xx1 09:55 14 Nov09:55 14 Nov 02.3202.32 52.3452.34 44

xxxxxx--xx2xx2 01.2301.23 51.2351.23 101010:15 14 Nov10:15 14 Nov

PartitionKeyPartitionKey



PartitionKeyPartitionKey

RowKeyRowKey LatitudeLatitude LongitudeLongitude SpeedSpeed

xxxxxx--xx1xx1

10:15 14 Nov10:15 14 Nov 01.2301.23 53.2453.24 00

10:05 14 Nov10:05 14 Nov 04.4504.45 54.3254.32 55

RowKeyRowKey needs to needs to 

be a stringbe a string

25217564309999999992521756430999999999

25217564369999999992521756436999999999

Stored inStored in--order:order:

Just need to do a Just need to do a 

top on the top on the 

partitionpartition

10:05 14 Nov10:05 14 Nov 04.4504.45 54.3254.32 55

09:55 14 Nov09:55 14 Nov 02.3202.32 52.3452.34 44

25217564369999999992521756436999999999

25217564429999999992521756442999999999

(( DateTimeDateTime .MaxValue.MaxValue –– time).time).Ticks.ToStringTicks.ToString ()()time.Ticks.ToStringtime.Ticks.ToString ()()

100 nanoseconds!100 nanoseconds!
Makes it Makes it 

descendingdescending



� Store Large Objects  (up to 50 GB each)
� Standard REST PUT/GET/DELETE Interface

http://<Account>.blob.core.windows.net/<Container>/<BlobName>

BlockBlockBlobContainerAccount BlobContainerAccount

Account

Pictures

IMG001.JPG

IMG002.JPG

Movies MOV1.AVI

Block AAAA

Block AAAB

Block AAAC
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Connect endpoints Control & secure access

Service Bus Access Control



Service Bus

• Expose RESTful or SOAP services over 

Access Control Service

• Authorization management and 

Connect Endpoints

• Expose RESTful or SOAP services over 

the internet through firewall and NAT 

boundaries

• Communicate bi-directionally  

between apps and services in an 

interoperable manner

• Choose relays, queues, routers, and 

other message patterns and types

• Scale out naturally and reliably as apps 

and services grow

• Authorization management and 
federation infrastructure

• Provides internet-scope federated 
identity integration for distributed 
applications

• Use it to

• Secure Service Bus communications

• Manage user-level access to apps 
across organizations and ID 
providers

firewall NAT
firewall

Your app Customer/partner app



Service Bus

• Network abstraction and virtualization 

Access Control Service

Control Access

Access Control Service

3. Map input claims
to output claims

1. Define access 
control rules for • Network abstraction and virtualization 
infrastructure

• Enables many common shapes of 
communication in an efficient and 
interoperable manner

• Use it to

• Connect applications across any network 
topology, including firewalls and NAT 
boundaries

• Exchange data between loosely coupled 
applications

• Integrate authorization into apps to 

control “what users are allowed to do”

• Federate with multiple identity systems 

across organizations and ID providers

• Easily apply fine-grained access control 

rules

• Secure Service Bus communications

• Scale out naturally and reliably as apps 

and services grow

to output claims

5. Msg w/token

control rules for 
a customer

6. Check claims

Your app Customer/partner users & apps



Reference 
Data

Business 
Intelligence

Reporting

WEB Edition

1 GB Database
$9.99 / month
Bandwidth

$0.10 inbound
$0.15 outbound

Business Edition

10GB Database
$99.99 / month
Bandwidth

$0.10 inbound
$0.15 outbound





� Instant Access to compute and storage resources

� Dealing with data requires special thoughts

� The Azure Service Platform provides building � The Azure Service Platform provides building 
blocks as cloud services




